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A Groundbreaking Generative Al Solution Designed
To Transform Risk and Diligence Oversight.
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Name Criteria LastUpdated  Updated by
SOC Type Il Report 10 Jan1,2023 John Doe

Security Policy 6 Jan1,2023 Mary Jane
Disaster Recovery Plan s Jan1,2023 Tom Brown
ESG Statement 12 Jan'1, 2023 Ashley Lee

Audited Financial Statement 6 Jan'1, 2023 Bill Smith

CentrIGPT is the first of its kind generative Al solution that revolutionizes risk and diligence
processes. CentrlGPT offers users unprecedented intelligence and power by leveraging proprietary
Large Language Models to enhance the efficiency and rigor of risk in diligence processes.

Smart Evaluation, powered by CentrIGPT, specifically takes on laborious manual evaluation steps
of the due diligence process by applying Al to free up valuable time for analysts to focus on higher
value initiatives. CentrlGPT sifts through extensive amounts of responses and documentation with
speed and accuracy. It then quickly populates questionnaire data from responders, flags responses
that need further review and includes supporting rationale for consideration.

KEY BENEFITS:

CENTRL

Functions as an Al Analyst seamlessly collaborating with
human analysts, amplifying expertise and efficiency.

100% traceability, logging every response with a
comprehensive and detailed audit trail for transparency.

Learns from user behavior and feedback to continuously
improve Al accuracy and performance.

Provides efficiency by completing diligence related tasks
in minutes, rather than days.

Achieves an outstanding accuracy rate of over 95%.

Delivers enterprise-grade security, ensuring the highest
level of data protection.

@ centrl.ai @ US +1-877-367-9094

“We see CentrlGPT as a game-
changer for our diligence
process. The automation
and efficiency it brings will
significantly reduce our manual
reviews of questionnaires and
responses and dramatically
lower the risk of potential
human error. We feel we have
gained a comprehensive and
efficient diligence solution that
will empower our analysts and
elevate our risk management
practices to the next level.”

- VR Head of Risk Management at
Global Institutional Bank

International +1 415-780-96679
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HOW WE SOLVE IT.

Smart Evaluation powered by CentriGPT

Smart Evaluation harnesses the capabilities of CentrIGPT to assist analysts by automatically
evaluating incoming guestionnaires and documents. It identifies high-risk items for review and
raises flags with supporting rationale. This enables diligence teams to prioritize and take action,
rather than manually combing through all questions and documents. Users can also interact with
the model to provide feedback and add training examples for organization specific questions.

Automatically Flags Responses Needing Review
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Due Diligence Review @ ) O ) O ) O ) M )

» Generates supporting rationale
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efficient reviews
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feedback and tailor the model
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Automatically Populates Questionnaires from Previously

Acquired Documents

* Automatically populates
questionnaires by extracting
information from documents
or standard DDQs received
from partners

CENTRL

Questionnaire

* Provides detailed source
references for every pre-filled
response for transparency

* Maximizes operational
efficiency by seamlessly
running concurrently with
other Smart Evaluation tools

How do you handile regulatory compliance and legal obligations? & Auto Populate X

References

{2 Auto Populate responded with provided sources. >
Compliance_Policy.pdf
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The organization has a Chief Compliance Officer who's
duty it is to follow regulatory compliance and legal
obligations by abiding by best practices to mitigate risk.

Legal_Policy.pdf
The CCO acts as a focal point for compliance-
related matters, ensuring that the organization...

Report Builder Works in Real Time To Capture Findings

e Summarizes findings across
guestionnaires and provides
a comprehensive overview of
items needing action

« Enhances reporting
capabilities by feeding
summaries to pre-built
templates, saving valuable
time for strategic analysis

* Unparalleled adaptability
with flexible customization
tools ensuring a tailored and
comprehensive reporting
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United Investments Inc.

Risk Assessment Report

Executive St y

This report highlights the results of a comprehensive risk assessment performed by
Acme Consulting for United Investments Inc. The assessment revealed a robust
cybersecurity posture, with areas identified for further improvement to strengthen
overall risk management.

Findings and Analysis

The assessment focused on key areas of risk: Information and Security Management,
Data Management, Disaster Management, Compliance, and Vendor and Third-party
Management.

1. Information and Security Management: United Investments Inc. conducts regular
cybersecurity training and has a detailed incident response plan. However,
explanations around penetration testing procedures and clarity on accountability for
information security were lacking.

2. Data Management: The firm utilizes advanced password storage algorithms and
stringently guards data. However, the report lacked specific security standards used
to protect data in transit or at rest.

3. Disaster, Data Loss, & Breaches: United Investments Inc. Business Continuity Plan
(BCP) is under development. A comprehensive disaster recovery plan is in place and
Data Loss Prevention (DLP) controls are implemented.

1. Augment penetration testing activities, providing explicit details about processes and
procedures for transparency and compliance.

2. Assign clear accountability within the organization for information security to

CENTRL is committed to continuous investments in CentrlIGPT to ensure the solution stays

at the forefront of risk management advancements. This dedication to ongoing improvement
allows organizations to scale their risk processes, adapt to evolving risk landscapes, and
maintain a consistent approach to risk mitigation.

@ centrl.ai @ US +1-877-367-9094 @ International +1 415-780-96679
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